Security roles are Workday designations that determine access to the initiation and approval of business processes as well as to data in Workday.

Positions can be assigned multiple security roles. 

This is different from our current systems, where access to information may be tied to a person rather than to their position. 


Workday Concept: Security Roles

For additional information or questions about Workday for WSU, please visit modernization.wsu.edu or email us at modern.initiative@wsu.edu
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Workday Concept: Common Security Roles

	Security Role	Definition*
	Employee as Self	All WSU employees will be able to perform self-service tasks such as viewing leave balances, requesting time off, making updates to emergency contacts, and more.
	Manager	WSU employees with direct reports will be able to review and approve team time off requests and other HR functions.
	Cost Center Manager	The primary manager for assigned cost centers will be able to approve financial business processes, assign cost allocations, create payroll accounting adjustments, and access cost center spend analytics and accounting reports.
	HR Partner	Those performing HR management functions for assigned organizations will be able to initiate the creation of new positions, job assignments, and manage the job profile framework, as well as initiate many other HR business processes.
	Expense Data Entry Specialist	Those performing Travel Authority and Travel Expense Voucher data entry functions on behalf of others in their assigned organizations will be able to do the same in Workday. They will not have approval authority.

For additional information or questions about Workday for WSU, please visit modernization.wsu.edu or email us at modern.initiative@wsu.edu
* Roles are still subject to change until final configuration decisions have been made. 
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